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Linux i 55 23 X X< 4% B 2%

M2& =

PREROUTING %

Filterz%

INPUT
OUTPUTH
FORWARD

NAT#

PREROUTING##
OUTPUTH#
_ POSTROUTING#H#%

mangle7

POSTROUTING %

PREROUTINGHE
FORWARD$# ‘
INPUTHE

OUTPUTHE
POSTROUTING##

)38 AR B T

Iptables

R_7E AN
/etc/rc.d/init.d/iptables save
HHE

iptables-save > /etc/sysconfig/iptables
Iptables -t table 5% chain rules -j target

table AJLAZ filter nat mangle EX1A filter

AN AN
LIRS

-P 8§ --policy EX B\ ZREE

iptables -t filter —policy FORWARD DROP
iptables -t filter -P FORWARD ACCEPT

T MEENEEERE

o




-A 5 —append EMNTIR 89 &fF —5F BIN—5F AN
-1 8 — instert EEE BIUE A —FHN WRAEENN B 2 & LD

iptables -t filter -1 INPUT -p icmp -j DROP
iptables -t filter -1 INPUT 3 -p icmp -j DROP #iE ANEE ="M &

-D 8 - -delete fiIp&— 0

iptables -t filter -D INPUT 1 # BIFREE — 30
iptables -t filter -D INPUT 3 # fif& =55 #iM

-R 8§ —replace F1FNFIR P EDHN
Iptables -t filter -R INPUT 2 -p icmp -j DROP

F 5 - - flush WIBE FehAFAN

Iptables -t filter -F INPUT #MIB&5%_EBIFRA FNI

iptables [CEZ %R

-i or —in-interface 5 EEIE B MBI L IO FEAN W ppp0 eth0 eth1 F
-0 or —out-interface 5 & ZXE € M BB LR W B8 42 O 40
Iptables -t filter -1 INPUT -p icmp -i eth3 -j DROP # 1E4& MME eth3 # A

Iptables -t filter -I| FORWARD -p tcp -s 192.168.80.123/32 -d 192.168.10.123/32
—dport 3389 -j DROP

Iptables -t filter -| FORWARD -p tcp -s 192.168.80.0/24 -d 192.168.10.0/24 -j
DROP

-p 8%, - - protocol MY EELIEE [LEAIMIX 20 tcp udp icmp &

-s 8§ - - source 15 E R B ILACAY /R bt
-d or - - destination 18 #1E £ ILEC /9 B #nithilt

- - sport I8 EFIESLE B9RIHOS , AfLAMER 1:1024 BRI iIE5E IR STE\
- - dport Bfrim S IEERIESLENB iR OS, Rl LAMER ...



EFIRESH ¥ R [LECEIn
S -m state

BT RSN R 8TIE | 8 R RS
—state {NEW ,ESTATBLISHED, INVALID, RELATED}

18R FSREEXT HIRIAS |, TR 5 MUF : INVALID. ESTABLISHED, NEW #
RELATED

INVALID /R %58 BEE RS (session ID) FiEHHR 8§ RS 1B

ESTABLISHED &£/ 128 BTEN BRI MERE

NEW TR 12868 BE £if — &R (Eix & % 5 &550m)

REALTED R/ 238 2 BT BN EXEIL 19ERE FIBIIANFEE .
40 FTP-data i&1%& MWER B &N FTP &%

iptables -t filter - FORWARD -s 192.168.10.0/24 -d 192.168.80.0/24 -m state - -
state NEW -j DROP # 7XI&H Ui i858

iptables -t filter -| OUTPUT -m state —state NEW -j DROP # 7EARS528 7541



Z¥-m icmp --icmp-type-
Ping % fEM icmp MM KM LR E HiR, lcmp B AFE A X BB AR iomp-type,

HRBIZEEA echo-reply 1 echo- request « 21 T~ B B17 PC1 ping PC2, X HEREB AR iomp
¥ echo-reply ZRIMEER., P2 IREIEMEIEE R iomp V) echo-reply XA MENE
@o N

ping 192.168.10.20

echo- request

] - L=
. echo-reply [
PC1 PC2

192.168.10.10 192.168.10.20 .

o

T~

2%k 192.168.10.0/24ping i& 192.168.80.0/24 «

#1F 192.168.80.0/24ping i& 192.168.10.0/24~

[root@WebServer ~}# iptables -t filter -| FORVARD -s 192.168.10.0/24 -d 192.168.80.0/24
-p icmp -m icmp —-icmp-type echo-request -j DROP+

2 HiirJ A ping A Linuxe

[root@LinuxServer ~J# iptables -t filter -1 INPUT -p icmp -m icmp —icmp-type echo-request
DROP-«

lcmp £iEE KB AJDUERERA KX

echo-request 8
echo-reply O



Z 3 -m multiport -
HEZ MO

-m multiport «
—sport«
--dport«
—ports«
B P
1642 192.168.80.0/24 15[ 192.168.10.0/24 1-1024 3339~
[root@WebServer ~]# iptables -t filter -| FORWARD -p tcp -d 192.168.10.0/24 =
192.168.80.0/24 -m multiport --dports 1:1024,3389-j DROP~

ﬁﬁ lp &o'
-miprange «
—-src-range ip-ip«
-dst-range ip-ip+

Rl P

251k 192.168.80.1-100 b #EER (0] 192.168.10.0/24+

[root@WebServer ~]# iptables -t filter -1 FORWARD -m iprange -src-range
192.168.80.1-192.168.80.100 -j DROP+~

|



E

-m limit --limit

W AR ERMEOAHLHFHRE, LAOHFRERAEILY. 8/ WFHHRE
=EBTI—R 3 1 HA.

B T B/ 0B —RA, WATLEWE. S5 . 8DHTEXTFH—R, RIAED
8/hBTFEH—R, SEME: /second /minute /hour /day «

.

192.168.10.0/24 FIER SV #h(M) 192.168.80.0/24 RELFIBRBARERT 300 41>, 1500 F
F  1500*300=450 000=450K-

[root@WebServer ~# iptables -F «

[root@WebServer ~J# iptables -t filter -| FORWARD -s 192.168.10.0/24 -d 192.168.80.0/24
-m limit —limit 3000/second -j ACCEPT-

[root@WebServer ~]# iptables -t filter -A FORWARD -s %2.168.10.0/24 -d 192.168.80.0/24
-j DROP+

¢

ATER linux BFBF LK%, BE iptables NAT LR, AL TNLAFHE 30m8, B
ABF—PAERAREF r2r U THEHE, SIRFREH, WA iptables F &/
BPRBTHFRERER, S0MTRABT. .

vi /etc/sysconfig/limit.she

for ((i=2; i<254; i++))~

do«

iptables -| FORWARD -s 192.168.10.5i -j DROP+

iptables -| FORWARD s 192.168.10.5i -m limit -limit 300/sec --limit-burst 400 -j ACCEPT+

done« NEC]BTES

~
o

. L EARBAR 7T 192.168.1.2-254 RF B R AT RS 300 MR RIBE TR «

€M ¥ R 2 BRE| &K & &

[root@WebServer “J# iptables -t filter -1 FORWARD -s 192. 168.80.0/24 —d 192.168. 10.123/32 -p tcp ——dport 3389 -

m connlimit ——connlimit-above 2 -j DROP



BRIE)fT = 1=

5% () I A 421

Z8 ~limit-burst «

WEA AELREOAEHAMNNE, LEMOHITFREARLY —RANBANHAES
Bif s 4 (XERAE), Bl ERHHFABRERER. FARRRL.

el

F7¥ 192.168.10.123/32 ping 192.168.80.123/32 4 B

EimEE LR E.

[root@WebServer ~]# iptables -F«

[root@WebServer ~J# iptables -t filter - FORWARD -s 192.168.10.123/32 -d
192.168.80.123/32 -p icmp -m limit —limit-burst 4 -j ACCEPT~

[root@WebServer ~]# iptables -t filter -A FORWARD -s 192.168.10.123/32 -d
192.168.80.123/32 -p icmp -j DROP+

root@WebServer ~]# iptables -t filter -Z«

+

E T Mac 9tthiit 338 "=

Z¥ -m mac --mac-source -

WE ARIWHHARFEMKEOOBE i, P28 AFEBE outeut 0
Postrouting MNEE L, ZEENHABELIIMFE, Tt MFENEZFEDT ArRP &l
MY EL BN MAC Hhil, FTUA iptables TEHATEIALRTAT, HAZER A& EDH
TRgEOE. o

TPl

1842 2003 i+ EALA) MAC BEASTH [R) VMNet8 XM FR

[root@WebServer ~J# iptables -t filter -| FORWARD -d 192.168.80.0/24 -m mac
--mac-source 00-0C-29-DB-32-6F -j DROP«

2038 THIE reject 1¥A#



A FEFHAE.

- ZREREEEETHLESE, EEOLESNESIE: ACCEPT. REJECT. DROP.
REDIRECT. MASQUERADE. LOG. DNAT. SNAT. MIRROR. QUEUE. RETURN. MARK. «

Filter REEFEBOEEZNE: .

ACCEPT: HHERIT, ETTHLEHNES, BTELEREMN, EERET—4
k.

REJECT: ¥[HZH B, #EEZHEFRXNH, TUEZEZHHFEFI/L/EE: cvp
port- umea':n’b'::?a w;«%,nrj EL» pn-f‘ & tep-reset (XNHEBLERN AXKMA EL), #ET
SMAE F s, G HILRET AN, HEsWITEEE. . Se

B /7 U §§ &/' A%

DROP: iﬁﬁ@TgﬁtE, ﬂiﬁxlﬂ:&tﬂnﬁf’ﬁ » BABLEREMAN, ERFEHT

BEFF. -

LOG: HBHEHEXRELFEE /var/log F, FHHEFEF /etc/syslog.conf ECE L
%, #ITRHLEENES, BSSELEEMAT. -

2032 m)fF LOG 157

[root@WebServer ~]# iptables -F

[root@WebServer ~1# iptables -t filter —I FORWARD -s 192. 168.10.0/24 —p tep ——dport 3389 —j DROP
[root@WebServer ~]# iptables —t filter —I FORWARD -s 192. 168.10.0/24 —p tcp ——dport 3389 -j LOG ——log-prefix ”i
ptables-rdp”

[root@WebServer ~]# iptables -L

Chain INPUT (policy ACCEPT)

target prot ce destination SrJBars
Chain FORWARD (policy ACCEPT
target prot opt source destination .

0G tep —— 192.168.10.0/24 anywhere tcp dpt:ms—-wbt-server LOG level warning prefix ip
tables-rdp’ : =
D_R_O'P tep VY= 192.168. 10.0/24 anywhere tep dpt:ms—-wbt-server

Chain OUTPUT (policy ACCEPT)
target prot opt source destination
[root@WebServer ~1#

1228 BN BE ERUIE

e o S Wl S WSS ey | s wDCE Y ] W] W

| 192.168.10.10 |

[root@WebServer & vi /etc/rsyslog.




R1Z M XJR iptables 1R &
/etc/sysconfig/iptables

iptables-save
iptables-restore

RN 2 2R E.

e
Web EEZ 27T Internet FFAL TCP 80 3 0.

SSH 3O R ¥ 192.168.10.123 Vi [a+
RINELEFEEANNAE.

%% httpd FR %

[root@WebServer ~]# yum install httpd«
[root@WebServer ~]# chkconfig httpd on.
[root@WebServer ~]# service httpd restart

RE B AN

[root@WebServer ~]# iptables -t filter -P INPUT DROP-

[root@WebServer ~]# iptbales -F-

[root@WebServer ~]#iptables -t filter | INPUT —p tcp --dport 80 -j AACEPT~

[root@WebServer ~]# iptables —t filter —| INPUT —p tcp --dport 22 -s 192.168.10.123/32 -j
AACEPT~

.



*Fecent HH IR 55 2200 45 22 4.

recent XM ERREE, EMABTRSRIEERFERL. -
BEERSH: -

-—-name #IZEFIREZFR, BRI\ DEFAULT.

--rsource #iREHE, HAERIA. o

~rdest # 7M1k Wb —IzP 80 € Joooe
=

sn

--seconds #1& E BT [B] A+
--hitcount #45 F 3T
—-set# i AERINETIR, HEHEE, SFTHIAEMAHER. -
--rcheck #@ TN R EEFIR, UE— CEFETEHE. «
--update ##1 rcheck 2£f6l, LI|E—/ LR+ HEE. «

--remove #EF| R ERIFRAE N ohk, FERFIRZFRHMHE. «

¢

A~ 1
SSH EE—/ZEFH 60 A R RIFER 2 R
BAXRREZKIE JLK B,

[root@WebServer ~]# iptables -t filter -A INPUT -p tcp --dport 22 -m state —state NEW -m
recent --name SSHPOOL --rcheck --seconds 60 --hitcount 2 -j DROP«

EEITER

[root@WebServer ~]# iptables -t filter -A INPUT -p tcp --dport 22 -m state --state NEW -m
recent --name SSHPOOL --set —j ACCEPT«

BRI T LERNSUEE RAFEAN.

[root@WebServer ~]# iptables -t filter -A INPUT -m state --state ESTABLISHED -j ACCEPT«



~4__|
A~ 20

Fﬁﬁ'J TCP 80 WO 60 DA IP AEERE 10 112, @dERBERERIES,
BI B cC ZHE%IE IP &9 syn flood. «
e p—

\f iptables -A INPUT -p tcp --dport 80 --syn m r recent --name webpool --rcheck --seconds 60
F —

--hitcount 10 -j LOG --log- preflx 'DDOS:' --log- lp-optlons~
o=m—a ——=3

iptables -A INPUT -p tcp --dport 80 --syn -m recent --name webpool -*rcheck --seconds 60
--hitcount 10 -j DROP-

iptables -A INPUT -p tcp --dport 80 --syn -m recent --name webpool --set -j ACCEPT+

BB AT I 5 D PRE.

#H1eF HZE, B4 SSHOPEN«

iptables -A INPUT -p icmp --icmp-type echo-request -m length --length 1078 -j LOG
--log-prefix "SSHOPEN: "«

$HEEHIER 1078 FH, 84 IPkE 20 FH, ICMP kM8 FEFH.

iptables -A INPUT -p icmp --icmp-type echo-request -m length --length 1078 -m recent --set

--name sshopen --rsource -j ACCEPT+
#12F sshopen FF 60 ﬂW%ﬁi@&Eﬁﬂﬁﬁtﬂ“ﬁ#iﬁﬂ TCP B9 22 3/ O.

iptables -A INPUT -p tcp --dport 22 --syn -m recent --rcheck --seconds 60 --name sshopen
--rsource -j ACCEPT «

#%3i% ping BIEEFEES 1178 M"F 5, BZ WU sshopen RFHEIR, ZFHELR
BE(ERS top 89 22 SO R IER.

iptables -A INPUT -p icmp --icmp-type echo-request -m length --length 1178 -m recent --set
--name sshopen —rmove -j ACCEPT~

iptables —A INPUT —m state —state ESTABLISHED —j ACCEPT~



Linux T g2 3k
ping —s 1050 192.168.10.10«
Windows T 24

ping -1 1050 192.168.10.10+

RIFET MR B 22
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[root@WebServer “]# iptables -L
Chain INPUT (policy ACCEPT)
target prot opt source destination

Chain FORWARD (policy DROP)
target prot opt source destination

Chain OUTPUT (policy ACCEPT)

target prot opt source destination

[root@WebServer “]# iptables —t filter —I FORWARD —p tcp ——dport 3389 -d 192.168. 10.110/32 -o eth2 —-j ACCEPT
[root@WebServer “]# iptables -t filter —I FORWARD -m state ——state ESTABLISHED —j ACCEPT

[root@WebServer )&

{£F nat X LI WER thilk $53



| 182.168.10. 10 [X]

Chain PREROUTING (policy ACCEPT)
target prot opt source destination

Chain POSTROUTING (policy ACCEPT)
target prot opt source destination

Chain OUTPUT (policy ACCEPT)

target prot opt source destination

[root@WebServer ~]# ifconfig eth3:1 192.168.20. 11 netmask 255.255.255.0

[root@WebServer ~]# iptables —t nat —A POSTROUTING —s 192.168.10.0/24 —o eth3 —j SNAT ——to-source 192.168.20. 10
-192. 168. 20. 11

[root@WebServer ~]# iptables -t nat -L

Chain PREROUTING (policy ACCEPT)

target prot opt source destination

Chain POSTROUTING (policy ACCEPT)
target prot opt source destination
SNAT all -—— 192.168.10.0/24 anywhere H192. 168. 20. 10-192. 168. 20. 11

Chain OUTPUT (policy ACCEPT) ‘
target prot opt source destination
[root@WebServer ~1% |

im [ BREY (TEECE %F net RIS T)

‘Lu].s\,l, PLUL UpL Suuiuc utoLinaLivULr

m

[root@WebServer ~]# iptables -t nat —A PREROUTING -i eth3 —-d 192.168.20.10/32 -p tep ——dport 3389 —j DNAT ——to
192. 168. 10. 110:3389
[root@WebServer ~]#

. mangl%i‘% i N R 45

~ttl-inc 1.

--ttl-dec 2.

-ttl-set 45.

2 HE TTL B9{H-

[root@ftpLinux ~]# iptables -t mangle -A PREROUTING -i ethO -j TTL --ttl-set 30+
ol 2

[root@ftpLinux ~]# iptables -t mangle -D PREROUTING 1«

[root@ftpLinux ~]# iptables -t mangle -A PREROUTING -i ethO -j TTL --ttl-inc 4+
[root@ftpLinux ~]# iptables -t mangle -D PREROUTING 1.

[root@ftpLinux ~]# iptables -t mangle -A PREROUTING -i ethO -j TTL --ttl-dec 10~

«



